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Venkata Chalamaiah Paladugu
732-799-9886
chalampaladugu@gmail.com

https://www.linkedin.com/in/venkata-paladugu-2230637/


Summary:
Venkata is a SeniorDevOps Engineer/SRE with 18+ years of experience.  He has hands on experience working with Infrastructure as Code tool Terraform and Container Tools like Docker and Kubernetes. He has extensive experience with cloud deployment using AWS. He has experience using Source control with Git and has a lot of experience with Linux. He has hands on experience in developing applications on Java and Python.

Key Highlights: 
· Having 18+ years of experience in IT industry, which includes 9 years of Experience as a DevOps/SRE Engineer in the field of automation, Software Configuration Management and cloud services.
· Over 7 years of IT experience in Implementation, Build & Release engineering & Maintenance of Finacle Treasury products.
· Over 3 years of hands-on experience in development and design of Java and related frameworks.
· Extensive experience in building, deploying, and managing scalable infrastructure using Kubernetes, Helm and Terraform. 
· Experience in working with AWS resources like ECS,EKS,IAM, EC2, EBS, S3, ELB, VPC, ECS, Route 53, Auto Scaling, SQS,SNS, Lambda, RDS,Event Bridge, Api Gateways,RDS,System Manager, Cloud Watch, Code Commit, Code Deploy and experienced in Cloud automation.
· Developed and executed comprehensive migration plans for complex, legacy applications to AWS EKS, minimizing downtime and ensuring seamless transition.
· Involved in conducting  Proof of Concepts (POCs) on AWS EKS configurations and deployment strategies, providing data-driven recommendations for optimal performance and cost-efficiency.
· Designed, deployed, and maintained highly available EKS clusters and automated EKS cluster provisioning with Infrastructure-as-Code (IaC) using Terraform
· Proficient in troubleshooting and resolving complex issues related to AWS EKS deployments, including networking, security, and performance optimization.
· Integrated FluxCD for GitOps-based continuous deployment to EKS and automated deployment pipelines using GitHub Actions and Jenkins for containerized applications in EKS.
· As part of migration, Analyze the existing Kubernetes cluster architecture, workloads, and dependencies and assess networking, storage, security, and scaling requirements for AWS EKS using efficient migration strategy .
· Successfully upgraded EKS clusters across multiple environments, improving application reliability and leveraging new Kubernetes features.
· AS SRE Developed and maintained system health and performance metrics, providing real-time visibility into system performance and enabling proactive issue resolution.
· Designed AWS Cloud Formation templates to create required aws services and integrated with CI/CD pipelines which are configured in  Jenkins,Git Lb and Team City jobs.
· Hands on experience in setting up database in AWS using RDS, storage using S3 bucket and configuring instance backups to S3 bucket to ensure fault tolerance and high availability. Enabled RDS Audit logs using option group and SQL Backups.
· Expertise in Cloud Infrastructure Automation which includes Amazon Web Services (AWS), Ansible, Maven, Jenkins, SVN, GitHub, WebLogic, Tomcat, JBoss and LINUX etc.Played a key role in automating the deployments on AWS using GitHub, Terraform, Jenkins and Octopus.
· Used Bash and Python, to supplement automation provided by Ansible and Terraform for tasks such as encrypting EBS volumes backing AMIs and scheduling Lambda functions for routine AWS tasks.
· Extensive experience in setting up the CI/CD pipelines using Jenkins, Maven, Nexus, GitHub, Terraform and AWS.
· Developed Python Scripts to automate the Migration of Git Hub repos from GHES to GitHub cloud using github library and GitHub Enterprise Importer.
· Developed Python Scripts to automate the Team City VCS roots and Templates updation with newly copnfigured GitHub Cloud details in all teamity jobs(3500) and step templates adding, disabling and deleting the step templates in Octopus (1800)
· Extensively worked on Jenkins for configuring and maintaining continuous integration (CI) and for End-to-End automation for all build and deployments.
· Provided consistent environment using Kubernetes for deployment scaling and load balancing to the application from development through production, easing the code development and deployment pipeline by implementing Docker containerization.

EDUCATION/TRAINING/CERTIFICATION

Education: 
· Bachelor of Engineering in Computer Science and Information Technology from JNTU, Hyderabad, 2005

Certifications:
· Completed AWS Certified DevOps Engineer - Professional Certification in Feb 2024.
 


TECHNICAL ENVIRONMENT
Automation Tools: 	Jenkins, Ansible, Docker, Kubernetes, Vagrant, Terraform,Teamcity and Cotopus
Cloud Platforms: 	AWS & Azure
Database Systems: 	OracleDB2, MSSQL, MySQL, MongoDB, AWS RDS
Version Control tools: 	GITHub,GitLab,Subversion, CVS, Bitbucket, TFS
VMware: vSphere Client,vMware Horizon,Workstation Pro
CI/CD tools: Jenkins using Groovy ,Gitlab
Web Servers: 	Tomcat, APACHE 2.x, 3.x, JBOSS 4.x/5.x, WebLogic (8/9/10), WebSphere4/5, TFS, Nginx, Azure, IIS, Redhat Satellite
Networking/Protocol: 	TCP/IP, NIS, NFS, DNS, DHCP, Cisco Routers/Switches, WAN, SMTP, LAN, FTP/TFTP, Juniper
Scripting/Languages: 	Python, Bash/Shell Scripting, YAML, JSON
Virtualization Technologies: 	VMWare ESX/ESXi, Windows Hyper-V, Power VM, Virtual box, Citrix Xen
Application Servers: 	Web Logic Application server 9.x, 10.x, Apache Tomcat 5.x/7.x, Red Hat JBoss 4.22
Monitoring Tools: 	Elastic Search, Cloud Watch
Operating system: 	Linux (Red Hat 4/5/6/7, CENTOS & SUSE), Solaris 11/10/9/8, HP-UX 11.0, 11.11, 11.23, 11.31, V1, V2 & V3, Ubuntu 12/13/14, Windows NT/2000/2003, 2008, 2010, 2012, DEBIAN

MAJOR ASSIGNMENTS

Client: XPO Logistics					 			
Jan 2024 – Present
Role: SRE and Devsecops 

Responsibilities:
· Deployed, configured, and maintained production-grade Kubernetes clusters to support microservices architecture, ensuring high availability and auto-scaling capabilities.Managed Kubernetes resources, including pods, services, ingress controllers, and network policies, to optimize performance and security.
· Created and maintained reusable Helm charts for deploying various services and applications in Kubernetes.
· Involved in migration of on-premises Kubernetes setup(Rancher) to AWS EKS, providing technical guidance, mentorship, and ensuring on-time delivery.
· Developed and executed Proof of Concepts (PoCs) to validate EKS-based solutions before production deployment.
· Guided and mentored the team in Kubernetes, CI/CD, IAM roles, networking, and security policies for EKS.
· Automated infrastructure provisioning using Terraform, AWS CloudFormation, and Helm.
· Created Docker Image and push to Amazon ECR repository and Run and maintain Docker containers on AWS using Amazon EKS and ECS services and Build Application through CI pipeline and push to ECR.
· Designed, deployed, and maintained highly available EKS clusters using Terraform and AWS CDK and automated EKS cluster provisioning with Infrastructure-as-Code using terrafoem. 
· Implemented Amazon VPC CNI, CoreDNS, and kube-proxy optimizations for improved networking and DNS resolution in EKS.
· Automated scaling of EKS workloads using Kubernetes Horizontal Pod Autoscaler (HPA) and Cluster Autoscaler.
· Creating DevOps infrastructure on Azure platform Manage and deploy Azure resources such as VM, databases, and storage solutions. Implement Infrastructure as Code tools using like Azure Resource Manager template. Monitor Azure services for performance and cost optimization. Utilize Azure
Monitor and Azure Cost Management tools.
· Involved in Migration of 3600 GitHub repos (private, pubic and internal) from On-premises GitHub Enterprise to Git Hub Cloud with revision history, collaboration history, s pull requests, and branches.
· Involved in setting up the GitHub Enterprise Importer tool and migrated repos with 100% success rate by adhering organization standards and security best practices.
· Deployed Prometheus and Grafana for real-time monitoring of EKS clusters to improve the  MTTR and Integrated AWS CloudWatch Container Insights, AWS X-Ray, and OpenTelemetry for observability and tracing.
· Set up custom alerting mechanisms using AWS SNS, PagerDuty, and Slack for proactive incident management.
· Involved in automating the creation of github repos and team city jobs and Octipus jobs for given component and Technology (Java,Python and dotnet)
· Involved in creation of multi cloud services (AWS and Azure) using terrafoprm scripts.
· Involved in configuration of CI CD jobs using Jenkins,Teamcity(CI) and Octopus jobs(CD) to deploy the applications in multiple environments.

Environment: AWS, Azure,Terraform, Docker,EKS ,Helmcharts ,Ansible, Git, GitHub, Team City ,Octopus
Jenkins, Maven, Artifactory, Docker, Python, Shell, Bash, PowerShell, Git HUB Enterprise and Git Hub Clouse

Client: ETS, Princeton, NJ					 		
Jun 2021 – Jan 2024
Role: Senior DevOps Engineer 

Responsibilities:
· Worked with various services of AWS: EKS,ECS,EC2, ELB, Route53, S3, Cloud Front, SNS, RDS, IAM, Cloud Watch and Cloud Formation, Lambda, CloudTrail.
· Proficient in troubleshooting and resolving complex issues related to AWS EKS deployments, including networking, security, and performance optimization
· Implemented a robust AWS EKS environment to ensuring high availability, scalability, and security for containerized applications
· Implemented RBAC (Role-Based Access Control) and AWS IAM roles for secure access control within EKS clusters.
· Secured EKS workloads using network policies, Pod Security Policies (PSP), and OPA/Gatekeeper policies.
· Configured AWS PrivateLink and VPC endpoints to ensure private and secure EKS cluster communication.
· Diagnosed and resolved Kubernetes cluster issues, including node failures, networking errors, and application deployment challenges in Amazon EKS.
· Performed seamless upgrades of EKS clusters to newer Kubernetes versions, ensuring minimal downtime and adherence to best practices
· Deployed AWS WAF, GuardDuty, and IAM Access Analyzer for security monitoring and compliance.
· Implemented Helm charts and Kustomize to standardize Kubernetes application deployments.
· Used Amazon Elastic Beanstalk, automatically handling the deployment, from capacity provisioning, load balancing and auto-scaling along with SQS, SNS, SWF services to application health monitoring.
· Involved in POC for Implementing Argo CD for GitOps-driven continuous delivery, enabling declarative application and infrastructure deployments. Designed workflows that integrated Helm and Argo CD for automated Kubernetes deployments with rollback and monitoring capabilities.
· Used Terraform to create SNS, SQS, Lambda functions (Node JS), Cloud Watch alerts, Dynamo DB tables along with KMS CMK keys.
· Used Jenkins to create CI/CD pipeline for Artifactory using the plugin provided by JFrog.
· Designed, Installed, and Implemented Ansible configuration management system and used Ansible to manage Web
· applications, Environment’s configuration Files, Users, Mount points and Packages.
· Wrote Ansible playbooks with Python SSH as a wrapper to manage configurations and the test playbooks on AWS instances using Python.
·  Experienced in Installing, Configuring and Managing Docker Containers, Docker Images for Web Servers and Applications servers such as Apache, Tomcat using Docker and integrated with Amazon MySQL RDS database.
· Used scripting languages like Shell, Python, Ruby in various scenarios while assisting new recruits.

Environment: AWS, Terraform, Ansible, Git, GitHub, Jenkins, Maven, Ant, Gradle, Artifactory, Docker, Python, Shell, Bash, PowerShell, Apache Tomcat, Kubernetes, Virtualization, Configured plug-ins for Apache HTTP server, Nginx, GitHub/Bitbucket

Client: Fiserve				 				
Jan 2021 – Jun 2021
Role: Senior DevOps Engineer

Responsibilities:
· Creating and configuration of CI/CD jobs using Jenkins with shared Libraries and JTE
· Resolving performance issues like ‘Counter Signing’ and intermittent connectivity issues of Jenkins agent.
· Experienced on to manage the Kubernetes services through Kubernetes native UI(Rancher).
· Used Kubernetes to orchestrate the deployment, scaling and management of Docker Containers.
· Experienced to manage Kubernetes services like pods, deployments, ingress, namespaces, schedule cron jobs, Storage &amp; Network.
· Worked with various services of AWS: EC2, ELB, Route53, S3, Cloud Front, SNS, RDS, IAM, Cloud Watch and Cloud Formation, Lambda, CloudTrail.
· Configured and maintained Jenkins to implement the CI process and integrated the tool with Ant, Maven and Gradle to schedule the builds.
· Defined dependencies and plugins in Maven (Pom.xml) Java files for various activities and integrated Maven with
· GIT to manage and deploy project related tags and administrated Artifactory repository.
· Used Jenkins for automating/Scheduling the build processes and used Jenkins along with Shell or Python scripts to
· automate routine jobs.
· Used Jenkins to create CI/CD pipeline for Artifactory using the plugin provided by JFrog.
· Designed, Installed, and Implemented Ansible configuration management system and used Ansible to manage Web
· applications, Environment’s configuration Files, Users, Mount points and Packages.
· Wrote Ansible playbooks with Python SSH as a wrapper to manage configurations and the test playbooks on AWS instances using Python.
· Experienced in Installing, Configuring and Managing Docker Containers, Docker Images for Web Servers and
· Applications servers such as Apache, Tomcat using Docker and integrated with Amazon MySQL RDS database.
· Used scripting languages like Shell, Python, Ruby in various scenarios while assisting new recruits.

Environment: AWS, Terraform, Ansible, Git, GitHub, Jenkins, Maven, Ant, Gradle, Artifactory, Docker, Python, Shell, Bash, PowerShell, Apache Tomcat, Kubernetes, Virtualization, Configured plug‐ins for Apache HTTP server, Nginx, GitHub/Bitbucket
Company :Infosys /EdgeVerve
Clients:  
         Bank of America, Charlotte
         Credit Suisse, Zurich
         Bank of Mauritius, Mauritius
         FMB Capitals, Mauritius
         Bank of America, Chaina                  					
Feb 2011– Mar 2021
Role: Senior DevOps Engineer 

Provisioning resources in cloud providers like AWS using Terraform and cloudformation. Creating and managing complex CI/CD pipelines and taking care of regular deployments. On call production support and deploying microservices in Kubernetes cluster using Ansible. Integrated pipeline with Docker, Maven, Sonarqube, Selenium testing and Ansible to manage CI/CD pipelines.

Responsibilities:
· Highly motivated and committed Cloud and DevOps Engineer experienced in Automating, Configuring and deploying instances on AWS cloud environment and Data centers.
· Involved in Migrating Source code from GIT to GITHUB, Migrating pipelines, user permissions, work items  from one instance to another instance.
· Develop and enforce security standard methodologies, processes and tools and Ensure compliance to enterprise architecture, security policies, and operational procedure using tools like Git gaurdian, Git Leaks and GitHub Secret scanning .
· Migrated 100+ TFS repos to GITHUB using migration tools (BOFA-Migrate)
· Involved in creating NUGet packages(.nupkg) using TemaCity CI tool.
· Used Ansible to install the software packages in AWS EC2 instances and On premise servers and integrated with Jenkins CI CD pipelines.
· Involved in designing and deploying a multitude of applications utilizing almost all the AWS stack including EC2, Route53, S3, RDS, Dynamo DB, SNS, SQS, LAMBDA, REDSHIFT, focusing on high-availability, fault tolerance and auto-scaling in AWS cloud formation.
· Supported AWS cloud environment with 200+ AWS instances and configured Elastic IP & Elastic Storage and experience in working on implemented Security groups and Network ACLs. 
· Configured AWS Identity and Access Management (IAM) Groups and Users for improved login authentication. Provided policies to groups using policy generator and set different permissions based on the requirement along with providing Amazon Resource Name (ARN). 
· Worked on AWS CloudWatch, CloudFormation, Cloud Trail services and CloudFront to setup and manage cached content delivery. Created Elastic load balancers (ELB) and used Route53 with failover and latency options for high availability and fault tolerance.
· Experience in implementing AWS lambda to run servers without managing them and to trigger run code by S3 and SNS.
· Implemented AWS Code Pipeline and Created Cloud formation JSON templates in Terraform for infrastructure as code.
· Infrastructure like Apache Tomcat, JDK, and configuration tasks for new environments.
· Extensively worked on ansible deployments, written various ansible playbooks with multiple roles, tasks with loops, templates, service management, host variables, group variables etc. 
· Used Ansible to manage Web applications, Environments configuration Files, Users, Mount points and Packages.
· Responsible for Continuous Integration and Continuous Delivery process implementation using Jenkins along with Python and Shell scripts to automate routine jobs.
· Integrated Ant and Maven with Jenkins to run to automate the build process as a part of continuous delivery.
· Experience in working with EC2 Container Service plugin in Jenkins which automates the Jenkins master-slave configuration by creating temporary slaves.
· Integrating Defect tracking tool JIRA with Confluence and Jenkins CI server for identifying, logging and, tracking and documenting defects/issues in real-time. 
· Focused on containerization and immutable infrastructure. Docker has been core to this experience, along with Kubernetes.
· Created Docker images using a Docker file. Worked on Docker container snapshots, removing images and managing docker volumes and experienced with Docker container service.
· Involved in SCRUM ceremonies (stand-up, grooming, planning, demo/review and retrospective) with the teams to ensure successful project forecasting and realistic commitments.
· Maintain a Live Like environment to test any production issues on the setup and push it into production.
· Configure and maintain stress server in different geographical location and provide setup in every release to perform stress testing.
· Configuration Management using Subversion (SVN) and maintaining admin related files.
· Automating the regular tasks in Subversion and streamlining the process of access to SVN. 
· Migrated Projects from SVN to GIT.
· Implementing new projects builds framework using Jenkins & maven as build framework tools 
· Created and updated Ansible manifest files and stored in the GIT repository. 
· Generated Ant, Maven, Perl & UNIX scripts for build activities in QA, Staging and Production environments.
· Worked on the transition project which involves migration activities from Ant to Maven in order to standardize the build across all the applications.
· Managed Users and Groups in SVN and involved in troubleshooting client spec issues and user issues.
· Automated the deployment and server bounce process is by creating the scripts using WebLogic Scripting Tool (WLST).
· Build artifacts (WAR’s and EAR’s) are deployed into a Weblogic app server by integrating the WLST scripts to Shell Scripts.
· Maintained configuration files for each application for build purpose and installed on different environments. 
· Directed the Release Management Calls to synchronize with the Developers, Testers and DBA teams for successful Release. 
· Used Maven dependency management system to deploy snapshot and release artifacts to Nexus to share artifacts across projects. 
· Configured and maintained Jenkins to implement the CI process and integrated the tool with Ant and Maven to schedule the builds.
· Work with development/testing, deployment, systems/infrastructure and project teams to ensure continuous operation of build and test systems.
· Presented reports to the Project manager about the progress and issues tracking key project Milestones, plans and resources.


Environment: Redhat Linux 7.x, AWS, Ansible ,ElasticSearch, LogStash and Kibana (ELK), Chef, Ant, Maven, Jenkins, Shell, Jira, Python, Oracle, WebLogic Server 11g, Load Balancers, WLST, Apache Tomcat, Docker, Kubernetes, Virtualization, Configured plug-ins for Apache HTTP server, Nginx, LDAP, JDK1.7, XML, SVN, GitHub/Bitbucket,Java/J2EE, Subversion, Jenkins, JIRA, OpenStack, Maven, GIT, ANT, Puppet, AWS, Python, Remedy, Unix Shell Scripting, C++

Client: Motorola, Hyderabad, India 						
Dec 2008 – Feb 2011
Role: Software Engineer 

Responsibilities: 
· Developed Reports using Java Utility classes.
· Involved in creation of Queries and Mapped to Java Objects Using AWT framework. 
· Used Tiles Framework for Developing Reusable User Interface Components.
· Involved in Code Review and Processes.
· Worked on Enhancements and Defect Fixing

Environment: Java 2.0 (JDK 1.4), JDBC, MS SQL Server 2003, GO XML 6.1 and VSS


Client: Blackboard Academic Suite					   
Apr 2006 – Dec 2008
Employer & Location: Applabs, Hyderabad, India 
Role: Software Engineer

Responsibilities: 
· Designing of screens using JSP with Struts TagLib and form validations using Struts framework.
· Involved in developing the product using Servlets, and JSP, DAO’s.
· Involved in development of JReports.
· Worked on Change Requests and Defect Fixing

Environment: Java 2.0 (JDK 1.4), JDBC, MS SQL Server 2003, GO XML 6.1 and VSS
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